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Controller  Port Of Kemi Ltd. (business identity number 2446426–4) 
  Ajoksentie 748, 94900 Kemi 
  +358 (0)16 258 103  
  office@keminsatama.fi   
 
Contact person Eero-Pekka Svärd, +358 40 6482 728, 

eero-pekka.svard@keminsatama.fi 
Jukka Kotajärvi, +358 40 5040 466, 
jukka.kotajarvi@keminsatama.fi 

 
 

Port Of Kemi Ltd. recording CCTV surveillance register 

 
The purpose of the register and the use of camera footage 

The purpose of the monitoring is to monitor the land and water 
areas of Port Of Kemi Ltd. The surveillance system increases 
work safety for the visitors and employees within the port area as 
well as improves industrial peace and protects the property 
located in the land and water areas of Port of Kemi. According to 
the international ISPS-regulations, the monitoring also helps to 
prevent unauthorised personnel or vehicles from entering the port 
area. 
 
The real time footage from the system is used 24/7 to monitor the 
port are. 
 

The data content of the register 
The register contains the footage from the cameras as well as 
time and location information. 

 
Data sources 

The data for the register is collected from the recorded video 
footage from the CCTV cameras monitoring the port area. The 
footage does not contain audio. 

 
Data disclosures 

Data collected is not disclosed nor transferred outside the Port of 
Kemi, EU or EEA, unless it is necessary for e.g. invoicing 
purposes. Data can be disclosed to authorities if a request is 
based on national or EU laws. 
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Deletion of the data 

Collected data is stored as long as needed to fulfil the purpose of 
the processing of personal data as defined in the Privacy Policy, 
subject to limitations imposed by legislation. 

 
Protection of the data 

The register is utilised and the data processed in accordance with 
the data protection legislation. 
 
The data is stored on servers with a restricted access to the 
persons that have a legitimate reason to handle the data. To 
process the data on a database, a personal identification is 
required. The databases are protected by firewalls, passwords 
and other technical means against data breaches. 

 
Rights of the registered 

According to the EU General Data Protection Regulation 
679/2016, the registered has the right to gain access to the data 
collected to examine, complete, correct or delete as well as limit 
the processing of personal data concerning the registered person. 
 
The processing of data is based on the consent given by the data 
subject who has the right to withdraw the consent at any time and 
ask for the deletion of that data. Upon written request of the data 
subject, the controller corrects, completes and performs other 
requested measures regarding the content of the register. 

 
 
 


